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1. pPurpose. This Plan sets forth the actions of the Department
of Navy (DON) for compliance with Section 3.3 of Executive Order
(EQ) 12958, as amended. This Plan, a living document, will be
updated as necessary, or at least once every year, to ensure the
protection of classified national security information and tO
support a commitment to open Government and the free flow of
information.

2. Scops. This Plan pertains to all classified DON records
determined undar Federal law to have permanent historical value

wherever They may be stored.

3. Management of the Declassification Review Program

a. Tha Direcror, Naval Criminal Investigative Service/Chief
of Naval Operations, Spacial Assistant for Naval Investigative
Macters and Security (CNO (NO9N)) is designated as the senior
agency official responsible for establishing policy for
implenenting the DON Declassification Program in accordanca wWith
requirements of EO 1295%, as amended. The CNO (NOSN) also
serves as Chairman of an oversight committee chartered to
provide executive level oversight to ths declassification review
process (sags paragraph 3.4d., below). The address and phone
numbar 1s:

Director
Neval Criminal Investigative Service/CNO (WOSN)
716 Sicard Street, SE, Suite 2000
Washington Navy Yard, DC 20388-5830
(202) 433-8800

b  The Assistant for Information and Perscnnel Security (CNO
(NOSONZ2)) is responsible for issuing DON policy and guidance used
for the continued protection and systematic downgrading and
dzclassification of information under the cognjzance of the DON.
The address and phone number 1s:

Naval Criminal Investigative Service

WNY, Bldg. 176 (ATTN:NCIS 22D/CNO NOSNZ )

716 Sicard Street., SE. Suite 2000

Washinghon Navy Yard, DC 20388-5830
(202) 433-8841

c. The DON Declassification Program Manager (CRO (NOSN2)), 1s
responsible for overall management of the DON declassification
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program. The Program Manager works with the DON Records Manager
to identify all records with permanent historical wvalue that
contain classified nhational security information stored within
rhe Natiomal Archives and Federal Records Center System. The
address and phone number i1s:

Naval Criminal Investigative Service
WY, Bldg. 176 (ATTN:NCIS 22D3/CNO MO9N2)
716 Sicard Street, SE, Suite 2000
YJashington Navy Yard, DC 20388-5830

(202) 433-320Q7

d. 2 Secrerary of the Navy {SECNAV) charter astablished the
requirement for high-level oversight of the declassification
effort to ensure full compliance with EO 12958, as amended.
Thus, the Department of ths Navy Daclassification Oversight
Committee was establishad in December 1997. The Director, Naval
Criminal Investigative Service/Chief of Naval Cperations,
Special Assistant for Naval Investigatlive Matters and Security,
iz the committee Chairman and the Director of Naval History 1is
the Co-Chair. Additionally, representatives from the General
counsel of the Navy, Assistantc Secretary of the Navy (Research
Develapmant and acguisition). Assistant Secrerary of the Navy
(Mznpowary and Reserve affairs, Chief of Naval Operations
(Records Management), Commandant of the Marine Corps, as well as
selected members from the Academic community with appropriate
backgrounds in psrmanently valuable historical records, are
designated members. The committese meests On & quarverly basis
for updates on tne stazus of rhe declassification program by the
DON Declascification Program Manager.

authority for Original Classification/Daclassification. The
ECNAYV derives Original Classification ARuthority (oCA) from the
resident through EO 12858, as amended by EO 13292 of 28 March
003, and further augmented by the Information Security
verzight Orfice’s (IS00) Classified National Security
Tnformation Directive No. 1 of 22 September 2003.

T o>

oONT

a. The authority to originally classify information as TOF
CRET, SECRET and CONFIDENTIAL rests with the SECNAV and
ficials delegated ths avchority. The SECNAV personally
signates certain cfficials to be TOP SECRET ochAs. The
authority to originally classify information as SECRET cr
CONFIDENTIZL is inherent in TOP SECRET originzal classification
authority. The SECNAV aurhorizes the CNO (NOSN) to designate
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certain cofficials as SECRET 0OCAs. The authority to originally
classify information as CONFIDENTIAL is inherent in SECRET
original classification authority. QOCAs are designated by
virtue of their position. Original classification authority 1is
not transferable and shall not bs further delegated. The Chief
of Naval Operations, Assistant for Information and Personnal
Szcuritv (NOSNM2), mainrains the list of positions in the
“Department of the Navv Information Security Program
megulation, ” SECNAVINST 5510.36, Chapter 4, Exhibit 4A. The OCA
list is periodically updated and accessible at the CNO (NOSNZ)
w2b page at www.navysecurity.navyv.mil (Appendix A).

L. Security classification guidance for all DON systems,
plans, programs, projects, and oparations is consoclidated and
izssued in a series of directives known collectively as the
Retrieval and Analysis of Navy Classified Information (RANKIN)
Program, which is explained in OPNAVINST 5513.1E, "Department of
the Navy Security Classification Guides.” A list of RANKIN
Drogram security classification guides 1is included at Appendix
®. Th=se guides serve poth legal and managensnt funcrions by
recmrd ng and dwsbemwﬂ Ting original classification
as amended, and predecassor
RnmeN guldes are the primary retference scurce Ior
ijvative classirfiers to identify the level and duration of
£ ecific information elements. Officials

ng surveys of racords and declassification reviewars
‘ing declassification guidance must be trained, experienced
and knowledgeable of the entire set of RANKIN Program security
classification guides.
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. Security declassificarion guidance for all DON

informarion ig consolidated into one directive, OPNAVINST

5513 162 “Daclassification of 25-Year 0ld DON Information”
(Appendix C). This guidance has been approvec by the
Interagsncy Security Classification Appeals Penel (ISCAP)
(App=ndix D). For several decades DON dsc lassification guildance
has directed that all informaction be automatically declassified

D

has

after a prescribed peried (25 years under EO 12558, 30 y=ars
ds=r EO 12356 and 20 vears under EO 12065) unless specifically

idsntified znd properiy exempted by the OCR. OPNAVINST £513.162
dmes not authorize puklic release of declassified or
ur.classified records: othsr directives govern those releass
conslidesrations.
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5. Records and their Locations. DON records with permanent
nistorical value are located throughout the United States at
virtually all Federal Records Centers, Regional Archives, the

Matrional Archives and Records administration and the Naval
Historical Center.

6. Fiscal Year 1995 through Fiscal Year 2004 Statistics

a. The total number of textual records reviewed for
dzclassification: 521,623,608 pagas.

b The total numbaer of textual records declassified:
302,854,667 pages.

c. The total number of textual records exempted from
declassificacion: 83,303,280 pages.

d. The total number of textual records excluded from
auromatic declassificazien: 103,229,312 pages.

e The total number of textual records referred for review
ro other agencies by DON: 32,340,664 pages.

£, The total number of textual records referred to DON for
review by other agerncies: 20-30 million pages,

g. Thez total number of textual records file series that were
file series exempted: None

hv The total number of special media records reviewed for
dacl ification: 85,928,700 pages

1. The total number of special media records declassified:
472,830,129 pages,

3. The total numbsr of special media records exempted from
declassification: 23,502,53. pages.

k. The total numbar of special media records excluded from
auromaric declassification: 20,145,027 pages.

1. The total number cf spescial media reccords referred to
cther agsncies for revisw: §,401,013 pages.
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m. The total nunber of special media records referred to DON
for review: 10,000,000 pages.

n. The total number of special media records that were file
series exsmpted: lone

7. Fiscal Year 2004 Scatistics

a. The total guantity of textual records that were reviewed:
5,463,794 pages. The previous DON Declassification Plan did not
provide itemized FY(Q4 estimates.

b. The total qgquantity of textual records declassified:
3,422,956 pages.

c. The total guantity of textual records exempted: 1,147,526
pages

{1

d. The total guancity of textual records referred to other
agenclies: 683 ,B60 pages.

The total quantity of textual recocrds referred to DON:

f. The total cuantity of textual records excludsd from
antomatic declassificatlion: 229,584 pages.

g. The total guantity of special media that were reviewed:

9

h. The total guantity of special media declassified: 335.238
i. The total cuantity of special media exempted: 183,743

j. The rotal guantity of special media referred to other

i2s: 157,494 pages.

to DON:

o
el
m
it
H
o)
o}

k. The total guantity of special media r
S

1  The total quantity of special media excluded from
ancomatic declassification: 73,497 pages.



4 Fiscal Year 2005 Estimates

a. The guantity of textual
13,617,136 pages.

b. The guantity of textunal
7,906,502 pages.

c. The quantity of textual
>,175,303 pages.

d. The quantity of textual
agencies: 843,711 pages.

e. The quantity of textual

records to be

records to be

records to be

records Co be

records to be

reviewed:

daeclassified:

exempted:

referred to other

referred to the

exclud=d from

DON: 150,000 pages.
f. The quantity of textual records to be
auromatic declassification: 2,695,390 pages.

g. The guantity of special media to be
809,021 pages.

quantity of media ro be

apacial

‘mg

The
32 pa

{d]
W

g

The quantity of media to be

10 pag=s.

spacial

—
0
o
N

Tre quantity of special media to be
s

169,8%4 pages.
k. Thz quantity of special media to be
15,000 pages.

1. The guantity of special media to ke
~ucomatic declassification: 79,284 pages.

declassified:

declassified:

exempted:

raferred to other

to DON:

raeferred

evciuded from

9. Numpsr of Records Reguiring Review by 31 Decenber 2006

a. The quancity of
pages. In the FY 04 DON Declassification

rextuzl records reviewed: 314,435,430
plan it was estimated

that 55,280,000 pages of records remained that would require

raview prior to 31 December 2006. However,

the Naval Sea Systems

command (NAVSEASYSCOM) has aggressively assessed all supporting
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documentation of their declassification review efforts and have
completed a reconciliation of their database. As a result,
NAVSEASYSCOM estimates that they have 13.5 million pages of
records vice the previocusly reported 26,000,000 pages. This
explains the variance in the two Figures.

b. The quantity of textual records declasgified:
19,994,205 pages.

c. The quantity of ctextual records exempted: 5,500,572

{0

Ui

page

d. The quantity of textual records referred to other
agencies: 2,133,600 pagss.

e. The quantity ol textual records referred to DON:
300,000 pages.

f. The quantity of textual records to be excluded from
auromatic d=sclassification: &£,816,185 pages.

g. Tha quantity.of special media that can be delayed until
31 December 2011: 33,000,000 pages of microfilm, 9,450,000 pages
of microfiche and 36,220 pages of audiotapes. ISC0 letter of 2
September 2004, concurs with DON determination to delay special
maedia uncil 2011.

k. The guantity of special media declassified: 710,381

{. The guantity of spscial media exempted: 389,364 pages.

i. The guantity of special media raferred to other agencies:
333,740 pages.

k. The quantity of spacial media referred to DON: 75,000

10, Estimate of Fiscal Year 2007 Records Requiring Review

z. The quantity of textual records reviewed: 4,032,500
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b. The guantity of textual records declassified: 2,341,270
ra

c. The quantity of textual records exempted: 643,930 pages.

d. The quantity of textual records referred to other
agencies: 250,015 pages.

e. The cuantity of textual records referred to DON: 500,000
pages

e

f. The quantity of textual records to be excludsd from
automaric declasszification: 788,032 pages.

g. The quantity of special media reviewed: 640,000 pages.

h. The cuantity of special media declassified: 286,000

pages .

[ES

The quantity cf special media exempred: 156,800 pages.

i. The guantity of special media referred to othesr agenc 1es:
52,720 pages.

=

k. Tne quantity of special media referred to DON: 100,000

in

le)

Sages

1. The quantity of special media excluded from automatilc
declassiflication: 134,400 pages.

1. Exempt File Series Description

1

An agencV head may exempt from automatic declassification
1

classified 'klonal security informaticn, a group or file series
(A “file series” is also descriked in the ISOC's guidance as an
“integral file block.”) of records if the release cf a
subsrantial portion of the records within the f£ile series would
be expected to remain exempt based on the provisicns of EO
12958, ac amended, Section 3.3(b) and (c). Wichin the DON, this
is delegated from the SECNAV to the CNO (NOON;, und=r his
responsibilitv as the DON Senior Security Official. Section
3.3(8) of EO 12558, as amended, states: “At leastc 180 days
pefore informatiocn is automztically declassified under thils
cection, an agency head or senior agency official shall notify
rhe Dirsctor of the IS00, serving as Executive Secretary cf the
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pPanel, of any specific information beyond that included in a
notification to the President under section 3.3(c) of EO 12958,
zs amended, that the agency proposes to evempt from automatic
declassification. The notification shall include:

(1) a description of the information, either by reference
co information in specific vyecords or in the form of 2
declassification gulde:

(2) an explanation of why the information is exempt from
automatic daclassification and must remain clacsified for a

Longer period of time; and

(3) a specific date or event for declassificartion of the
information, except for the identity of a confidential human
source or a human inctelligence source, 4s provided in Section
3.2 (b) of EO 12958, asz amended. The Panel may direct the DON
not to exempt the information or to declassify it at an earlier
dzre than recommanded. The agency head may app=al such a
decision Lo the President through the 2sgistant to the President
for Narional Security Affairs. The information will remain
classified while such an appeal is pending.”

b. DON commands will notify the DON Declassification Program
nager Lo reguest file series exemptions. The requests £for the
es ceriesc exemptions will be consolidated and forward to the

00. The following are examples of categaries of information
nat may require, but not anticipated at this time, tO reguire a
file series exsmptlion:

' ceaneral Description \Sxemption Categories
' sntisubmarine wariare, ship/submarine 25%)., 2543, 25%&, 23%5
' designs, Electronic Warfare, Command
' Files, Chemical, Biological, Radiological,
Nuclear (CBEN) Information, Municions |
" Effecrivenszss/Target Vulnerakbility, WEapon\
Systemns i 1 )
1 |
‘Raw/amnotated data, research and \25X2‘ 25%4,
| development budgets, Weapon Systems 1

Fintelligence kecords, Intelligence Billet * %1, 25<l-human, 25XZ2,

[SS IRV

l

|

5x1
e : : - - ; e 5% 2513 LS %7,
validacion, domestic, f[oreldn, scientific 2?;3'22”T 2548, 254
. . R ISP an H
and technical incelligence mATLLEXs,
Sources and Methods _J
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| ceneral Degcription

[Ekémption Categories

B l

L

—

Classification Guides, Nuclear Protection 25¥1, 25X2, 25%3,
Plans, Physical Security, Force Protecricn | 25%4,
planning, Personnel Tnvestigations

Nuclear Reactor Récords, Munitions - (ZSXZ, Z5X4

Ffrectiveness/Target Vulnerability

¢. The DON has no "iile series exemption” as defined in
paragraph ll.a., aboire. However, the DON does have a “file
series exemption” on designarted files (9200/9210 Series) of the
Naval Sea Systems Commznd that are 2pundant with inforxmation
thar requires declassification in conformity with the provisions
of the Atomic Energy Act of 1854. The file series consists ot
records that virtually all contain Restricted Data (RD),
Formarly Restricted Data (FRD), or Naval Nuclear Propulsion
1nformation (NNPI); e€.9.. propulsion plant records. nuclear and
non-nucleaxr energy gensratling systems, steam propulsion urics
and plans, programs and policies related to the design,

arrangement, maintenancea, and repair of Naval nuclear-powarad

ships Thus, excluding these records from automatlc

declassification. The 1300 copcurred (ISOO letter of 3 December
97

5
1997) with Navy's undersranding that any ayecutive branch agency
can exenpt from autcmetic declassification any file cseries that
re replete with FD/FRD.

12. Implementation Plzn. The DON will take the followilng
scrions to ensure full compliance wich section 3.3 of EO 12958,
as amended:

=. A1l DON commands that classify and/or maintcain
~l=ssified holdings will be responsible for:

(1) Identifying records, files, documents,
irnformacion thar fall undsr thz purview of Section
2558, as amsnded.

nd
.3 of EO

a
3

(2) Pr
financial suppor
and parform decl

owvidi
t i

=

—

ing spacific resources, such as Mmanpowsr and
thet will be allocated to identify records
sification reviews.

Ui

(3} Ensuring that all DON declassification ISVL1EWETIS
vocoive training and ke cercified by the Department cf Energy



(DOE) to meet the reguirements of Section 316)(b) (1) of pPublic
Law 105-261 for the review of DON records that could potentially
contain Restricted Data (RD) or Formerly Restricted Data (FRD)
This requirement will ke met by ensuring that all DON reviewers
(civilian, military and contractor personnel) attend the DOE,
Historical Records Restricted Data Reviewers Course. All DOE
training must be coordinated directly through the DOE, but the

DON Declassification Program Manager can asseist in coordinating
these efforts.

(4) Complving with Public Laws 105-261 and 106-65
(Kvl/Lotr amendment) by ensuring that all DON records with
permanent historical value receive a page-by-rpage review.

(5) Schedule page-by-page re-reviews of selected DON

records that were declassified during review prior to 1 October
1939.

(6) Implementing classification/declassification
management training in accordance with legal requirements
including: EO 12958, as amended, IS00 Directive No. 1, and
Department of Dafense and DCN policy. OCA tralning 1s a wab-
bas=zd training program for DON OCAs and is available on the CNO
(1OSN?2) web page “www.navysecurity.navy.mil.

(7) Tracking and data-basing declassification review
1vc isicns on all recordz that fall within the purview of Sectlion
3 of EO 12958, as amended, and reporting results of their
reviews annually to the DON Dsclassification Progrem Manager as
part of the SF 311 report submitted to the ISCO. Recorded
zults of autematic declassification review decisiocns are
entizl to comply with Section 3.7 of EO 12858, as amended. A
abzse template that has been effectively used to record
lassification review decisions can be obtained by contacting
DON Declassification Program Manager at (202) 433-3207.

[T O TR N
T ouow IU
(9 rv UJ

s ]
y
o

Daclassifying, whare possible, as well as making
o the public, all records not otherwise requiring
s described in this Plan.

k. Declassificariocn revisws and actions will b2



(1) Daclassification review teams composed of local
subject matter experts such as original or derivative
classifiers, security personnel, records management pasrsonnel,
historians, and properly cleared and trained personnel at the
command level and conkractor psrsonnel.

(2} Conducting initial declassification reviews by
trzained/experienced personnel utilizing appropriate DON Security
Classification/Declassification Guides approved by an OCA and/or
the ISCAF. additionally, declassification reviews conducted by
cntractor personnel are afforded a secondary contractor Quality
ssurance review and, as a final control check, the Government
ontraccing Officer’'s Representative (COR) conducts a monthly
review of randomly selected records reviewed by the contractor.

e
(.

9

(3) Conducting reviews ensuring compliance with Section
% 3 of FO 12958, as amsndad, the IS0O Implementing Direction No.
1, and cbhserving all DROE requirements.

{4) 2pplying DON and ncen-DON governmental tralning
progrzms and guidance on equity recognition of federal agencies'
security concerns. The DOM Daclassificacion Program lManager will
provide training materials te assist commands in racognizing
informzrcion criginatad and owned by other agencies.

{5) Coordinating with the DON Declassification Program
r to ensure that records are reviewed prior to their
ility to be automaticazlly declassified, and in compliance
he Systemaric Review Regulrements as sel forth in Secticn
of FO 129528, as amended, perraining to records, the
lassification of which is based upon the degree of researcher

r

a. urpose. This paragraph establishes the process Zfor
1 information that is subject tc the provisions of
of BEC 12958, as amended, "“Auromatlc

cation”, and which hac been referred within, or
curcside, the DON for review. '

L. Scope. This process applies to all classified DON

' cords tha+- (1) are more than 25 years old as of 31
and (2) have besen determinad to have permanent

e under title 44, United States Code; and (2) are



subjact to automatic declassification as prescribed by Section 3.3
of EO 12958, as am=nded. and:

(1) Is clearly DON information, but is held by another
agency ocutside of thea DON.

(2) Is DON information being held by cne or more DON
organizations, but belongs to another DON activiLy.

(3) Is information being held by the DON, but belongs Co
another agency outside of the DON.

c. Primary Point Of Contact: The DON Declassification
Program Manager, commercial (202) 433-3207; Fax (202) 433-0717; or
emzil lizbeth.lopez-potter@navy.mil is the single focal point for
the processing of all referral activity on behalf of the DON.

14, Referral Process

a Information forwarded to the DON by ancther agency will
be processed as follows:

(1) The DON Declassification Program Manager will be the
central centreol point for all DON referrals from other agencies.

(2) The DON Declassification Program Manager will be the
central point of contact for all DON referrals roc other agencies.

(3) The DON Declassification Program Manager will
derermine the appropriazs command to conduct all incoming referral
daclassiflcation reviews.

(4) The DON Declassification Program Manager will employ
varicus methods and means of rotifying other agencies of their
egquities contained in DON records collections subject to the
provisicns of EO 12358, as am=ndsd. The method of referral, e.g.,
paper copy, electronic, CD-ROM, will be based on the capability of
trhe receiving organization.

(5) All susperse dates for referrals will be based on
rion 3.3(e)(3) and (4) of EO 12558, as amended.

n
(U
(}

v. FPRaferrals ro another government organization. II
irnfoyrmarion contained in documents held by a DON command but



originated by another agency is referred to the originating
agency for review, the following process applies:

{1) Unless agreed Lo on a case-by-case basis, only
information belonging to the originating agency, plus adeguate
identifying dorumentation, will be referred.

(2) Method of referrzl, e.g., paper copy., electronic, CD-
ROM, will be based on the capability of the receiving agency.

(3) 211 suspense dates for referrals will be based on
Section 3.3 (e) (3) and (4) of EO 12958, as amendad.

¢. Means of Referral. Notification to eguity agencies
must be done in compliznce with IS0O Implementing Directive No.
1, § 2001.34 (d). RAgency notification must include, at &

minimum, the following information:

(1} The approximate volume of the equity material (cublc
fe2t or page count)

(2) The highest security classificaticn of documents
(3) The exaclt location (to box level) of the documents

{4) TInstructicns to access the boxes containing the
documents

(53) Accession Number or other identifying numbers

4. External Factors that may affect the DON‘'s ability to
camplete all referred documents by 2006. Resources to procass
raferrals are difficult to predict because metrics are not
standardized on referrzls From orther agencies who may hold DON
originated documants. 2dditionally, current restrictions on
removal of boxes for referred documents from the National
Archives and the costs of retrieving boxes from the Federal
Racords Centcers are corstraints and obstacles in thes process.

15. JIdentificaricn anc Markings

a. This paragrapn explains ISCO Implemanting Directive No.
1, §2001.24, requiremerncs for declassification markings.



(1) A uniform security classification system reguires
that standard markings be applied to declassified information.

(2) Markings shall be uniformly and conspicuously
applied to leave no doub- apour the declassified status of the
snformation and who authorilzed the declassification.

(3) Prior to pablic release, the following markings
applied to reccrds, Or copies of records, regardless of

0
juy

=

(0

[oFEReY

[l

o
al
X

(a) The word, vDaclassified.”

(b) The name or personal identifier, and position
citle of the declassificeation authority or declassification

lc) The date ot declassification; and

(d) The overzll classification markings that
over page or f[irst page shall be lined with "Xs”
i

ne

5. Ag@ditional Recuirements. Documents that are reviewed
for declassification but not for public release must include a
scacemenc that review fcr public release is recuired. Examples

include information subjiect to the limitations contal ‘ned in the
Privacy Rct of 1374, 5 USC §552a (2000); the Fre edom of
Tnformation Act S USC §5532; and export control laws szuch as the
Tnternational Traffic in Arms rRagulation contazined within
secricn 38 of the Arms Lxport Control Act, 22 USC § 2778. Some
of the DoD directives that also limit publlc ralease of
information includs DoD Yirective 5230.24, “Dis stribution

crarements for Technical Documents, « and DoD Directive 5230. 29,
vSecurity and Policy Review of Tnformation for Public Release.”
Section 1.6(e) of EO 12838, as amended, states that “foreign

Ul

government information Hall rerain its original clazssification
gn=d a U.S. class sificarion zhat
~rovides a degree cof prcte ecrion at least equivalent TO that
recuired by the entity rnat furnished the informatior.. Foreign
government information reteaining its original classification
markings nes=d not be aszicgred a U.S. class ification marking
provided that the responsible agency determines that the foreign
government Tarkings are zdequate Co meet CLh2 DUIPOSES servad by
U.S. classificacion marxings.” iWnen the document is
deyivarively classified, and it meets the criteria o a file

b=}
l_\ll
r\
w
o
2
o
U1
O
H
Ui
oy
P
|_J
—
9]
b}
jul
wn
m

§



series 25-year exemption, the document should be marked in
accordance with agency sscurity classification guides.
Inappropriately marked documents risk having information
inadvertently released throughout 1ts life cycle, but espacially
when accessioned to other repositories.

16. Classification and Declassification Guides. The Chief of
Naval Opsrations (NOSN2Z) will coordinate its review cycle of
securitv classification guides to correspond with Section 2.2 of
E.0. 12958, as amended.

2. Review of all DON RANKIN Program Security Classificatlon
Guides iz ongoling. The purpcse of this review is to update the
guides as required and to bring them into compliance with
curr=nt reguiremsnts.

L Commands issuing classification guidance will ensure

that copies of all revisions and changes LO established guidance
be provided to the DON EANKIN Program Manager UtO enable
2

¢ Daclassification guidance will pe included in each
classification guilde anc updated every five years.

&. All classification/declassification guides will include,
st = minimum, per IS00 Direcrtive Wo. 1, Section 2001.3Z2(b)}:

(1) the identity of the subject macter of the
declassification guide;

} rhe identity of the original declassification
name or personal identifier, and position;

(3) the date ci issuance oOr last review;

(4) the precis categories or elements of information

[y

(a) will s declassified,
(b} will be downgraded; oOr

)

(¢} will rzt be declassified.

16
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(5) Identify any related file series that have been
exempted from automatic daclassification pursuant to section
3.3 (c) of EO 12958, as amended.

o To the extent a guide 1s used in conjunction with the
automatic declassificarioen provisions in section 3.3 of EO
12952, as amsnded, the precise elements of informaticn to be
exempted from declagsification to include:

(1) The appropriate exemption category listed in section
3.3 (b) of EO 12858, and, when citing the exemption category
listed in section 3.3(b)(9) of EO 12958, as amended, the

applicable statute, treaty Or inrernational agreement: and,
(2) A darte or event for declassification.

17. Costs of the DON Declassificatiocn Program:

4 DON estimates include the costs to complete initial
raviews, referrals ana re-review ol selected DON records for
crmoiliance with the Kyl/Lott amendments. The following are
actual, projected and anticipated costs Lor pDOoW declzssification
programs through 31 Decsmber 2006 and estimates through 31
Dacenber 2006:

FY (4 - $4.2M
FY 05 - $8.5M
FY 06 - $8.8M

b

b. Seme of the budget eccimates are still considered
unfunded regquiremants. The DON Command’s responsiple for the
racords must continue to request funding recquirements on a
y=arly pasls. Some Commands have submitted thelr requiremants
through a Program Objective Memorandum (POM) process and have
resn approved. while others remain unfunded. The Naval Sea
Systems Command has aggressively resolved many database issues
and records managzsment problems during the last several months.
They will reinstitute daclaszsification review of their remalining
records in January 200%.

c KXEI Pearson. Int.. the Executive Agent for ths DON
daclassification effort sjince 1998, was awarded a one-year base
cortract with 4 cption years OD 13 Decernber 2004.



18. Other Factors

a. The inherent factors thar always remain a possibility,
are unscheduled budget cuts during the declassification effort
which would result in the loss of contract suppert.

b. The DON will continue to participate in the referral
center reviews ab the National Archives and Records Center
(NARR) TT and the new Joint Referral and Training Csnter, also
located at NARA ITI.

The DON will participate in the National Security Council
Upon successful completion of

c.
(NSC) equity training in FYO05.
the training, DON declassification reviewers will commence
for declassificaction, applicable N3C equities

reviewing,
records.

discovered in DON
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